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Abstract—Software Defined Networking (SDN) has the promise
of flexible routing, traffic management and service provisioning
in communication networks. To allow SDN based networks scale
in size, the control architecture needs to be distributed, which in
turn requires the introduction of controller to controller commu-
nication. This is needed to ensure that the distributed controllers
have the same understanding about the underlaying network and
can make consistent local decisions. In this paper we evaluate the
volume of the emerging control traffic, considering a distributed
controller architecture based on ONOS and OpenFlow. We show
that the control traffic increases drastically with the number of
controllers, as well as with the size of the underlaying network.
We evaluate topologies forming regular and random graphs,
and conclude that the type of the topology influences the traffic
volume significantly, while the network density has less significant
effect. We show that the control traffic is significant even if the
number of controllers is selected such that the control traffic is
minimized, and we argue that further optimization of ONOS is
needed to trade off control traffic load and consistency in the
network views.
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I. INTRODUCTION

Software Defined Networking (SDN) is becoming a ge-
nerally accepted solution to provide the increased flexibility
needed for service differentiation and resource efficiency in
wired as well as in wireless networks [1] [2]. In an SDN, a
centralized controller takes over the control from the indivi-
dual switching nodes. The network operating system collects
the information about the network, and helps the controller
to make an abstract model of the network topology. This
complete knowledge of the network helps the controller to
dynamically provision the network resources, to apply the
concepts of fairness and traffic shaping, as well as to provide
complex routing policies for enhancing security, achieving
quality of service differentiation or to support network function
visualization.

The use of a single controller however raises reliability
and scalability issues. First, a single controller SDN beco-
mes a single point of failure, which is critical for network
performance and reliability. Second, a single controller cannot
support a large network due to limited memory and processing
capabilities. Finally, the position of a single controller is also
critical in terms of switch to controller network delays. As
a result, a network based on a single controller would have
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scalability constraints based on memory, processing capability
and reaction time.

For improved scalability of the network, a logically cen-
tralized controller can be implemented through a cluster of
controllers, leading to a distributed SDN architecture. This
architecture permits to balance the switch to controller traf-
fic among different controllers, improves reliability and can
achieve scalability by limiting the load of a single controller
and the switch to controller network delays. However, this
architecture also implies that the controllers must coordinate
to obtain a consistent view of the network state [3]. As
the set of controllers need to share information about the
switches they own and about the network topology, controller
to controller traffic is introduced which may be non-negligible
as the number of controllers or the network itself grows [4].

The objective of this paper is to evaluate the effect of
the network topology on the emerging control traffic, and to
discuss how these traffic can be minimized. We estimate the
volume of the emerging control traffic in large distributed
SDNs, that applies ONOS for controller to controller and
OpenFlow for switch to controller communication. We utilize
the measurement results of [4], and build a model for the
controller to controller traffic for general network topologies.
Then we consider the specific cases of regular and random
network topologies, and evaluate the effect of the network
size and of the number of controllers. We show that for the
same network size and density, the control traffic is higher
in regular networks, but the scalability properties in the two
topologies are similar. The optimal number of controllers
depends significantly on the network size and on the intensity
of the switch to controller queries, while the density of the
network has only marginal effect.

II. RELATED WORK

The placement of controllers is one of the main issues in
the design of distributed SDNs and the literature addresses
controller placement for various objectives. The seminal paper
[5] proposes controller placement heuristics that trade off
latency, failure tolerance and load balancing. In [6], [7] a
given set of controllers is placed, such that the computational
capacity of the controllers is obeyed and the maximum switch
to controller delay is minimized, while [8] minimizes the
cost of controller deployment and maintenance, keeping the
constraints on the controller and network capacities as well as



Fig. 1. Distributed SDN architecture. Controllers A and B exchange infor-
mation to form a virtual centralized controller.

on the switch to controller delays. Reliable distributed SDN is
considered in [9], [10], where delay and capacity constraints
have to be fulfilled even when backup controllers are used.

There are only few works addressing the controller place-
ment problem from the point of view of the control traffic,
since network operating systems for distributed architectures
are in their infancy. The emerging ONOS is evaluated in [4],
by emulating small networks with the objective of finding
mathematical models of the controller to controller traffic load.
These findings are then used in [11] to evaluate the effect
of controller placement on the control traffic in given, large
topologies. In our work we build as well on the measurement
results of [4] to systematically evaluate how the control traffic
is affected by the network size and network topology. To
estimate the rate of switch to controller traffic for flow setup,
we use the measurement results of [12]. More exact models
considering network topology as well as traffic matrix are also
available in the literature [13], these could be considered for
more detailed studies.

III. DISTRIBUTED SDN

In this paper we consider a distributed software defined
network with the general architecture shown on Figure 1.
According to the SDN principles, the control functions are
decoupled from the forwarding functions at the network
switches, and are implemented by a set of controllers, each
responsible for a cluster of switches. The controllers exchange
information to have a common network view and to form a
virtually centralized controller.

In this architecture two control planes can be identified: the
switch to controller (s2c) plane , which is present already in a
centralized SDN and supports the set up of the forwarding
tables based on the transmission paths determined at the
controller, and the controller to controller (c2c) plane, which
ensures correct controller functionalities despite the distributed
implementation. The availability of the shared data structures
affects the process of providing information for the switches
querying their controller. In this paper we consider the multiple
data-ownership model, where each controller has a local copy
of all data required for routing decisions, therefore switch
queries never need to be forwarded in the c2c plane.

The s2c plane has rich literature with mature architecture
designs and protocol implementations like OpenFlow [14].
The development of the c2c plane is less mature, where
ONOS [15] and OpenDaylight [16] are two prominent open
implementations. In this work we build our analysis on the
characteristics of ONOS, but our results could be generalized
for other solutions.

The design of the c2c plane needs to address two main
issues: first, the consistency of the shared view of the network
graph, which is required for the correct control of the for-
warding plane; and second, the availability of the shared data
structures, required for fast decision making. Consistency in
general can be strong or eventual. Strong consistency means
that all available information is identical at all the controllers,
while eventual consistency means that the controllers may have
temporally different views, but these will converge with time.
In systems with communication delays strong consistency
compromises all time data availability [17]. Therefore, ONOS
combines strong and eventual consistency models, to trade-off
between delay and consistency:

1) The controllers need to have an agreement all the time
on the assignment of the switches. Therefore, cluster
membership is shared under the strong consistency
model, using the Raft protocol [18]. Raft messages
are exchanged when the membership of a cluster has
changed – that is, a new switch got connected or a switch
has left.

2) Other information, including the network topology, is
shared under the eventual consistency model, using
the so called anti-entropy algorithm [19], implementing
simple gossiping among all the controllers. In the anti-
entropy algorithm, controllers send out update messages
periodically to randomly selected controllers and in
this way the information on the changes eventually
propagates in the network of controllers. The consensus
time for the fully connected network of C controllers is
O(lnC) [20].

IV. CONTROL TRAFFIC MODEL

A. Methodology

Our objective is to build up an SDN control traffic model,
including both controller to controller (c2c) and switch to
controller (s2c) traffic. Since control messages are transmitted
through the network links over multihop paths, the model
need to reflect the length of the transmission paths across
the network that the control messages travel. Therefore, we
derive the control traffic load in two steps: first we express
the bandwidth (or rate) of the generated c2c and s2c control
traffic, Bc2c and Bs2c and then weight them by the length of
the transmission paths the control messages travel, to get the
total control traffic TT = Tc2c + Ts2c.

Our objective is to evaluate the effect of the topology on
the control traffic load. Therefore, we consider two comple-
mentary topologies, regular grids and Erdős-Rényi random
graphs. These graph structures represent two extremes in the
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world of network models: regular grids have large average path
length, but also high clustering coefficient. On the other end,
ER graphs have logarithmic increase in path length, but low
clustering coefficient. These graph metrics are important in the
case of distributed SDNs, for efficient controller to controller
and switch to controller communication respectively.

For simplicity, throughout the paper we assume that fraction
and square root operations give integer values. If it does not
hold, the results are approximate.

B. Control traffic bandwidth

We consider a network of S switches and C controllers,
forming a clustered distributed SDN architecture, where each
controller is responsible for a subset of the switches.

The ONOS control traffic bandwidth have been measured
systematically for networks with two and three controllers
in [4]. The measurements revealed that the control traffic
bandwidth between two controllers depends linearly on the
number of switches and edges in the clusters and on the
number of edges between the clusters. Using these results, we
can build up a general model for networks with C controllers,
and the control traffic generated by any controller i to any
other controller can be expressed as

(1)

Bi = b0 + bsSi + blLi + bs−
∑
j 6=i

Sj + bl−
∑
j 6=i

Lj

+ bd
∑
j 6=i

Lij + be
∑
j 6=i

∑
k 6=i,j

Ljk,

where Si is the number of switches in cluster i, Li is the
number of internal links in the cluster, and Ljk is the number
of links where the end nodes belong to cluster j and k
respectively. Parameter b0 is the zero bandwidth, representing
the control traffic that is generated even when the network
does not contain any switches. Parameters bs and bl represent
control information about switches and links in the own
cluster, bs− and bl− about switches and links within other
clusters, bd about links with one end in the own cluster and
be on links running among other clusters.

The measurement results in [4] show that the b∗ (the *
may denote s, l, s−, l−, d or e) parameters depend on the
number of controllers C in the network. Due to the anti-
entropy protocol, where the controller to communicate to is
selected randomly, we could expect that b∗ ∝ 1/C, but the
measured values for C = 2 and 3 show that b∗ includes also
a fix part. Therefore, we consider

b∗ = b∗f +
1

C − 1
b∗p, (2)

where b∗f is the fix part, and b∗p contributes to the part that
scales down inversely proportionally with C.

Table I shows the parameter values estimated from the
measurements results in [4]. Note that from (2) we have
bdf = 0, therefore we estimate bef ≈ 0. From the table
we can also conclude that the dominating parameter is the
zero bandwidth b0 for small networks. For large networks the
switch and link related control traffic has similar contribution.

TABLE I
BANDWIDTH PARAMETER VALUES. THE UNIT IS KBPS, THE C = 2 AND

C = 3 VALUES ARE FROM [4]

Parameter C = 2 C = 3 b∗f b∗p
b0 53 43 33 20
bs 1.45 1.12 0.79 0.66
bl 1.45 0.93 0.41 1.04
bs− 0.48 0.35 0.22 0.26
bl− 0.94 0.53 0.12 0.82
bd 1.55 0.87 0 1.6
be - 0.7 0 0.7

Finally, we derive the aggregated generated c2c control
traffic, including all traffic generated by all the controllers to
all the other controllers, resulting

Bc2c =

C∑
i=1

(C − 1)Bi

= C(b0f (C − 1) + b0p)

+ S(bs−f (C − 1)2 + bs−p (C − 1) + bsf (C − 1) + bsp)

+ L(bl−f (C − 1)2 + bl−p (C − 1) + blf (C − 1) + blp)

+ Ld(2bd + (C − 2)be),

(3)

where L is the number of intra-cluster links, and Ld is the
number of inter-cluster links. Note that (3) provides a closed
form expression of the control traffic that does not depend on
the characteristics of the single clusters. We can conclude that
the control traffic depends on the total number of controllers
C, switches S, intra-cluster links L, and inter-cluster links Ld.
As we see, B depends linearly on S, L and Ld, but increases
quadratically with C, which introduces significant penalty as
the number of controllers is increased.

The controllers also communicate with the switches in
their own cluster, e.g., through the OpenFlow protocol, where
switches query the controllers for routing information. We
express the aggregated switch to controller traffic as

Bs2c = (S − C)2λG, (4)

where λ is the long term average of the number of messages
generated by a switch per second, G is the average message
size in bits. The expression reflects that the C controllers are
hosted by C switches, and these switches do not generate s2c
control traffic on the network links.

To proceed and derive the actual volume of control traffic
in the network, we need to consider the length of the paths
the control traffic is forwarded on. Therefore, from this point
we consider specific topologies.

C. Network control traffic in regular grid topology

First we consider a wrapped two dimensional grid topology.
We present detailed results for the rectangular grid, where each
node has k = 4 neighbors, as shown on Figure 2. Then we
generalize the results for some specific k > 4 values to see
how k affects the control load.
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Fig. 2. Network forming a regular, folded grid with k = 4. Controllers
(marked by squares) are placed regularly. Switches join the closest controller,
which results equal size clusters (marked by shaded areas).

The S switches form C rectangular clusters of size SC =
S/C, and the controller is placed in one of the central switches
to minimize the s2c control traffic as well as the maximum
s2c delay. In the regular grid topology all controllers have
statistically the same location, and consequently, all the Bi

values are identical. Let Pij be the length of the transmission
path from controller i to controller j, and P̄G

c2c the average
controller to controller path length. We can then express the
aggregate controller to controller load as

(5)

TG
c2c =

C∑
i=1

C∑
j=1,j 6=i

BiPij

= Bi

C∑
i=1

C∑
j=1,j 6=i

Pij

= BiC(C − 1)

∑C
i=1

∑C
j=1,j 6=i Pij

C(C − 1)

= C(C − 1)BiP̄
G
c2c

= BG
c2cP̄

G
c2c.

To express BG
c2c, we need to replace the topology dependent

parameters in (3), that is, the number of inter-cluster links and
the number of intra-cluster links with the grid topology specific
values. In the case of k = 4, the number of inter-cluster links
leaving one cluster is equal to the length of the cluster border
4
√
SC , thus, for the entire network we get

LG
d = C

4
√
SC

2
= 2
√
SC, (6)

then, sice altogether there are 2S links, the number of intra
cluster links can be calculated as

LG = 2S − 2
√
SC. (7)

Finally, we need to derive the average path length P̄G
c2c.

We notice that in the considered topology, shortest paths

connecting far away controllers can be constructed from path
segments between neighboring controllers. Therefore

(8)P̄G
c2c = H̄G

c2c

√
S

C
,

where
√
S/C is the distance of neighboring controllers and

H̄G
c2c is the average number of path segments to travel from

any controller to any controller.
Let us derive H̄G

c2c. We restrict the derivation for odd
√
C

values. We can see that each controller needs to reach other
controllers in maximum (

√
C − 1)/2 steps away in both

horizontal and vertical directions. Therefore, for odd
√
C we

get the average number of path segments to travel

(9)H̄G
c2c =

√
C

2
,

which provides

P̄G
c2c =

√
C

2

√
S

C
=

√
S

2
. (10)

H̄c2c is somewhat higher for even
√
C values, but the

difference diminishes as C increases, and therefore we use
(10) in the followings.

Substituting (3) and (10) into (5), we get

TG
c2c =

S3/2

2

[
1

SC

(
b0f

( S

SC
− 1
)

+ b0p

)
(11)

+

(
bs−f

( S

SC
− 1
)2

+ (bs−p + bsf )
( S

SC
− 1
)

+ bsp

)
+ 2
(

1− 1√
SC

)(
bl−f

( S

SC
− 1
)2

+ (bl−p + blf )
( S

SC
− 1
)

+ blp

)
+

2√
SC

(
2bd +

( S

SC
− 2
)
be
)]
,

where SC = S/C is the size of the clusters. From (11) we
can conclude that the controller to controller traffic increases
with S7/2, while it decreases inversely proportionally with the
cluster size. This would motivate the use of few controllers,
to decrease the controller to controller traffic.

Let us now consider the control traffic generated by the
switch to controller messages, given by (4). The optimal
position of the controller is in the middle of a cluster. Then
the average length of the switch to controller transmission path
can be calculated similarly to H̄G

c2c, but considering the grid
of switches, instead of the grid of controllers, which gives
P̄G
s2c =

√
SC/2, and the total switch to controller traffic load

becomes

TG
s2c = BG

s2cP̄
G
s2c = λGS

√
SC

(
1− 1

SC

)
. (12)

From (11) and (12) we see that Tc2c decreases, while Ts2c
increases with the cluster size SC . Therefore, as expected,
there is a cluster size that minimizes the control traffic for
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Fig. 3. Network forming a regular, folded grid. Neighborhood areas for k =
12 and 24, resulting in l = 2 and 3 respectively are shown. For the k = 12
case we also show the connection pattern.

given network size and the intensity of the switch to controller
traffic λ.

To generalize the results, we consider grid topologies where
each node can reach its k closest neighbors, resulting in
a denser, but still regular grid. To simplify the derivations,
while still addressing large networks, we consider the specific
k values, where it holds that shortest c2c paths can be
constructed using only horizontal and vertical edges. E.g., this
is the case for k = 12 and 24, where single hop neighbors
form a rectangular as shown on Figure 3. Also we assume that
the cluster diameters are much larger than the longest single
hop in the grid, and thus the derivation steps we followed for
k = 4 are still valid. That is, we need to derive the k specific
LG, LG

d , P̄G
c2c and P̄G

s2c expressions.
Let us denote by l the length of the longest transmission,

measured in the distance of the neighboring nodes (e.g., for
k = 4 l = 1, and for k = 12 shown on Figure 3, l = 2.
Inspecting Figure 3 we can derive the relationship between k
and l

k = 4(1 + 2 + ...+ l) = 2l(l+ 1), l =

√
1 + 2k − 1

2
. (13)

We start by deriving LG
d . Now all the nodes that are within

distance l of the cluster border have inter-cluster links, giving

LG
d = 2

√
C
√
S

l−1∑
i=0

(l − i)(2i+ 1) = . . . =

√
SCk

√
1 + 2k

6
,

LG =
1

2
kS − LG

d . (14)

Equation (9) still holds, while the distance of neighboring
controllers becomes

√
S/C/l. This provides the average con-

troller to controller transmission path

P̄G
c2c =

√
S

2l
=

√
S√

1 + 2k − 1
. (15)

We can see k has opposite effects on LG, LG
d and P̄G

c2c. The
final TG

c2c expression becomes

Fig. 4. Network forming an Erdős-Rényi random graph. Controllers (marked
by squares) are placed randomly. Switches join the closest controller, which
results clusters of variable size. Some nodes of the same cluster are marked
by shaded circles.

TG
c2c =

S3/2

√
1 + 2k − 1

[
1

SC

(
b0f

( S

SC
− 1
)

+ b0p

)
(16)

+

(
bs−f

( S

SC
− 1
)2

+ (bs−p + bsf )
( S

SC
− 1
)

+ bsp

)
+
k

2

(
1−
√

1 + 2k

3
√
SC

)(
bl−f

( S

SC
− 1
)2

+ (bl−p + blf )
( S

SC
− 1
)

+ blp

)
+
k
√

1 + 2k

6
√
SC

(
2bd +

( S

SC
− 2
)
be
)]
.

The c2c traffic still increases with S7/2. Larger part of the
traffic decreases with

√
k, due to the longer single hop trans-

missions, however, the traffic has a component that increases
linearly with k, due to the increasing number of edges that
has to be reported in the ONOS messages.

Considering the switch to controller traffic, the longer links
lead to shorter transmission paths, giving

P̄G
s2c =

√
SC

2l
=

√
SC√

1 + 2k − 1
. (17)

This makes TG
s2c decrease with increasing

√
k, that is, the

increased network density effects only positively the switch
to controller traffic.

D. Network control traffic under random topology

Let us now consider a network with random topology, spe-
cifically, a network of S switches, and links forming an Erdős-
Rényi (ER) random graph, where two switches are connected
with probability p. Since all switches see statistically similar
neighborhood, we place the C controllers at random switch
locations, and we assume, that each of the switches connects to
the closest controller. A possible realization of such a network
is shown on Figure 4.
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The ER graph is homogeneous in the sense that from each
node the path length distribution to all other nodes can be
characterized by the same CDF F (x) and pdf f(x). Then, the
probability that a given switch i with path length xi selects
controller j as its closest controller is the probability that
the paths to the other controllers are longer than xi, that
is F̄ (xi)

C−1. The probability that an arbitrary node selects
controller j becomes pj =

∫
F̄ (x)C−1f(x)dx. Note, that

the right hand side of this equation is independent from j,
and therefore has to be the same for each controller, that is,
pj = p = 1/C. Consequently, the size of the clusters is
binomially distributed with parameters S and 1/C, with an
average cluster size of S/C.

We follow (5) to calculate the total controller to controller
traffic load. Since now we have random topology, we express
the mean value, T̄ER

c2c =
∑C

i=1

∑C
j=1,j 6=iBiPij = B̄c2cP̄c2c.

Again we need the topology specific values of L and Ld to
express B̄c2c. Since now we have a random topology, the L
and Ld values are random numbers. As Bc2c depends linearly
on L and Ld, we use the average values to express B̄c2c. Let
us introduce k̄ = (S − 1)p as the average number of links a
switch has. The expected number of intra-cluster links of a
switch s is

L̄s = E[Ls] =

S∑
q=1

S−1∑
n=0

E[L|q, n] =
( S
C − 1)k̄

S − 1
, (18)

where n denotes the number of links the switch has, and q
the size of the cluster it belongs to, and both of these random
variables have Binomial distribution B(S − 1, p) respectively
B(S, 1/C). E[L|q, n] is the expected number of intra-cluster
links under given n and q values, with distribution B(n, q/S).

Then, for the average number of intra-cluster respectively
inter-cluster edges in the entire network we get

L̄ =
S

2
L̄s =

S(SC − 1)k̄

2(S − 1)
, (19)

L̄d =
Sk̄

2
− L̄ =

SSC(C − 1)k̄

2(S − 1)
, (20)

where SC = S/C as before.
Now let us consider the average length of the transmission

paths between the controllers. We use the results of [21], that
gives the CCDF of the path length between any two nodes in
an ER graph as

F̄ (x) = exp
[ k̄x

S − 1

]
, (21)

and the average path length, which is also the average c2c
path length as

P̄ER
c2c =

ln(S)− γ
ln k̄

+
1

2
, (22)

where γ = 0.5572 is the Euler constant.
Comparing these parameters to the ones in the regular grid,

we see that now a larger ratio of links are inter-cluster links,
which slightly increases the generated control traffic according

to Table I. Most importantly, however, the average path lengths
have very different characteristics for the two topologies. In the
grid topology it increases with

√
S, while in the random graph

only with lnS, which shows already that the total controller
to controller traffic load will be lower under the random graph
topology. We see as well that the number of neighbors k̄ has
stronger effect in the grid topology.

The final expression of T̄ER
c2c is

T̄ER
c2c =

(
ln(S)− γ

ln k̄
+

1

2

)(
S

SC

(
b0f

( S

SC
− 1
)

+ b0s

)
+ S

(
bsf−

( S

SC
− 1
)2

+ (bss− + bsf )
( S

SC
− 1
)

+ bss

)
+
( (SC − 1)k̄

2

)(
blf−

( S

SC
− 1
)2

+ (bls− + blf )
( S

SC

− 1
)

+ bls

)
+

(S − SC)k̄

2

(
2bd +

( S

SC
− 2
)
be
))

.

(23)

As expected, the increase of the traffic in the number of
switches S is lower than in the case of the regular grid, but
still the traffic scales with S3 ln(S).

Finally, let us consider the switch to controller control traffic
load, which depends on the average switch to controller path
length. Let Xi denote the random variable representing the
path length from a node to controller i, with CCDF given in
(21), and let Y = min(X1, X2, ....Xc) be the path length to
the closest controller. Then

F̄Y (x) = (F̄ (x))C = exp
[ Ck̄x
S − 1

]
, (24)

and following [21] we can estimate the mean value of Y ,
P̄ER
s2c as

P̄ER
s2c =

ln( S
C )− γ
ln k̄

+
1

2
=

ln(SC)− γ
ln k̄

+
1

2
. (25)

Since Ps2c is proportional to ln (SC), the increase in cluster
size does not increase the path length significantly. This is a
good phenomena as shorter path length guarantees low latency
and less traffic in the network. We also see that the positive
effect of increasing k̄ will be small at large k̄ values, and k̄
does not change the characteristics of the scaling in network
size.

Combining (4) and (25) we can write total switch to
controller traffic in the network as

T̄ER
s2c = λG

(
1− 1

SC

)(
2(ln(SC)− γ)

ln k̄
+ 1

)
, (26)

that is, overall the switch to controller traffic increases with
the cluster size, however, this increase is only logarithmic.
Similarly to the regular grid, the traffic is proportional to the
intensity and the size of the switch to controller queries.
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Fig. 5. Controller to controller traffic in regular grid and ER networks as
a function of the number of switches S, and for different clusters sizes SC

(k̄ = 4).
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Fig. 6. Controller to controller traffic in regular grid and ER networks, as
a function of the cluster size SC , and for different number of switches S
(k̄ = 4).

V. NUMERICAL EXAMPLES

In this section we use the expressions derived in Section IV
to evaluate the effect of the network size, the cluster size, the
intensity of the switch to controller traffic, and the network
topology on the value of the control traffic emerging in the
network, and discuss the selection of the preferable number
of controllers. To be able to evaluate scalability, we consider
network sizes in the range of 105 − 105 switches, which
corresponds to networks of a large number of autonomous
systems. Unless otherwise noted, we consider k̄ = 4, s2c
control packet size of G = 128Bytes and per switch packet
generation rate λ = 25kpps [14]. The parameter values of the
ONOS control traffic are given in Table I.

Figure 5 shows total c2c traffic in the network as a function
of the number of switches, for a given cluster sizes for grid
and ER networks, on a log-log plot. It reflects well the analytic
results on the scaling of the traffic in S. We note that the
gradient, giving the exponent of S, is only slightly lower in
the ER graph, however, the absolute values differ in ca. one
order of magnitude. We see as well that the cluster size has
significant effect. The traffic level is very high in general, in
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Fig. 7. Switch to controller traffic in regular grid and ER networks as a
function of the cluster size SC and for different number of switches S (k̄ = 4,
G = 128Bytes and λ = 25kpps).
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Fig. 8. Total control traffic in regular grid and ER networks as a function
of the number of switches S, and for different cluster sizes SC (k̄ = 4,
G = 128Bytes and λ = 25kpps). Optimal cluster sizes are marked.

the order of terabits per second.
Let us next evaluate the amount of the controller to con-

troller traffic as a function of the cluster size. Figure 6 shows
that the decrease of the control traffic is similar in the grid
and ER topologies, and is dominated by the parts of (11) and
(23) with quadratic decrease, which would motivate the use
of large clusters in both topologies.

In contrast, we expect that decreasing cluster size increases
the switch to controller traffic. As we see on Figure 7, this
increase is significant in the case of the grid topology where
the switch to controller path length is proportional to

√
SC ,

while less dominant in the ER case, where the path length to
the closest controller increases with lnSC .

Figure 8 gives the total traffic and optimum cluster size
for both topologies. As the c2c traffic is dominating in large
networks, the optimal cluster size is also large. We see that
in middle-sized networks the traffic decreases significantly at
smaller than optimal cluster sizes, while there is little penalty
if the cluster size is too large. In small networks, under and
over dimensioned cluster sizes have similar effect. In general,
the cluster size that minimizes the total traffic is smaller
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Fig. 9. Total control traffic in regular grid and ER networks as a function
of the cluster size SC , and for different switch to controller traffic intensity
values λ (S = 16384, k̄ = 4 and G = 128Bytes). Optimal cluster sizes are
marked.
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Fig. 10. Total control traffic in regular grid and ER networks as a function
of the cluster size SC , but for different degree values k̄ (S = 102400, G =
128Bytes and λ = 25kpps)). Optimal cluster sizes are marked.

in smaller networks, and, for the considered parameters, the
optimal values are similar for the two network topologies.

Figure 9 compares the total traffic for different switch to
controller query rates λ and fixed network size S = 16384.
The figure shows that the intensity of the s2c traffic has
significant effect not only on the traffic levels, but also on
the preferred cluster size. High λ allows only smaller clusters,
while under low traffic intensity larger clusters can decrease
the control traffic significantly. Therefore the network should
be configured, or even reconfigured according to the s2c traffic.

Finally, on Figure 10 we evaluate the effect of the network
density, that is, the average node degree k̄, considering k
values from 4 up to 24. The analytic results already showed us
that k̄ does not affect how the traffic volume depends on the
network size S and on the cluster size SC , but scale the volume
of the traffic. Increased network density has the negative effect
of increasing the amount of information that needs to be
exchanged in the control traffic, but it also have the positive
effect of shorter transmission paths. In the grid network, these
two are in balance when the c2c traffic dominates, and we
see the positive effect of increased k̄ only when the s2c traffic

becomes significant. In the ER network the positive effect is
visible for all cluster sizes, but the gain diminishes already at
around k̄ = 24, even for the considered large network.

VI. CONCLUSIONS

In this paper we have modelled the volume of the con-
trol traffic in distributed SDNs, when ONOS is used for
maintaining the shared view of the network. We evaluated
the effect of the network size, the number of controllers in
the network, and the network topology. We have seen that
regular grid networks will have high control traffic due to
the long transmission paths, but even random graphs with
small-world property suffer from heavy control traffic. We
have demonstrated that there is an optimal cluster size that
minimizes the volume of the control traffic, and that this
cluster size depends significantly on the intensity of the switch
to controller traffic, but is often less sensitive to the network
topology itself. Similar studies could also help the network
design in specific application areas, like data center networking
[22]

We have shown that the density of the network have
contradicting effects on the control traffic, and little is gained
in well-connected networks. Our results consider full mesh
connectivity among the controllers. This ensures the fast
convergence of the anti-entropy algorithm, but leads to heavy
control traffic, due to the long controller to controller paths. A
further optimization of the ONOS protocol thus could employ
different connection patterns, to trade off consistency and
control traffic load.
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